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What is Risk?
Risk is a probability or threat of damage, injury, liability or loss or any other negative occurrence that is caused by external or internal vulnerabilities that may be avoided through pre-emptive action. 
Risk Management
Every day SDS faces risks that could present threats to its success. Risk is presented as the probability of an event and its consequences. Risk management is the practice of using processes, methods and tools for managing these risks.
Risk management focuses on identifying what could go wrong, evaluating which risks should be dealt with and implementing strategies to deal with those risks. Businesses that have identified the risks will be better prepared and have a more cost-effective way of dealing with them. This document sets out how to identify the risks that SDS may face. It also looks at how to implement an effective risk management policy and programme which can increase SDS’s chances of success and reduce the possibility of failure. This Policy aims to help SDS and its Board assess all risks involved in meeting the company’s objectives.
Risk management is also the practice of using processes, methods and tools for managing these risks. Risk management focuses on identifying what could go wrong, evaluating which risks should be dealt with and implementing strategies to deal with those risks. Businesses that have identified the risks will be better prepared and have a more cost-effective way of dealing with them. This policy sets out how to identify the risks and also looks at how to implement an effective risk management policy and programme which can increase chances of success and reduce the possibility of failure.
Risk Register
A risk register is an important process in protecting SDS and its Board as well as complying with the law. It helps focus on the risks that really matter – the ones with the potential to cause real harm. In many instances, straightforward measures can readily control risks. For most, that means simple, cheap and effective measures to ensure SDS is protected.
Risk Management Process
Companies face many risks; therefore risk management should be a central part of any company’s strategic management. Risk management helps you to identify and address the risks facing your company and in doing so increase the likelihood of successfully achieving your objectives. A risk management process involves:
(a) Methodically identifying the risks surrounding activities;
(b) Assessing the likelihood of an event occurring;
(c) Identifying events and eliminate the risk of harm;
(d) Understanding how to respond to these events;
(e) Putting systems in place to deal with potential risks; and
(f) Monitoring the effectiveness of your risk management approaches and controls.
As a result, the process of risk management:
 	(a) Improves decision-making, planning and prioritisation;
(b) Helps allocate capital and resources more efficiently;
(c) Allows SDS to anticipate what may go wrong, minimising the amount of fire-fighting that would be required or, in a worst-case scenario, prevents a disaster or serious financial loss; and
(d) Significantly improves the probability that SDS will deliver its strategic plan on time and to budget.
Types of Risk
The main categories of risk to consider are:
(a) Strategic, for example competing with a body targeting a similar market;
(b) Financial, for example a decrease in membership therefore a decrease in income received from fees; and 
(c) Operational, for example the loss of a key member of employees.
These categories are not rigid and some parts of SDS’s business may fall into more than one category. The risks attached to data protection, for example, could be considered when reviewing SDS’s operations or business compliance.
Other risks include:
(a) Political and economic risks including a decline in investment in sport; and
(b) Reputation and image risks.
Strategic Risks
Strategic risks are those risks associated with operating in a particular industry. They include risks arising from:
(a) Investment agreements with sportscotland;
(b) Changes among membership or in demand for services;
(c) Changes in disability sport throughout the sport pathway;
(d) Policies & procedures.
Where there's a strong possibility of this happening, you should prepare some sort of response.
Financial Risks
Financial risks are associated with the financial structure of the company, the transactions the company makes and the financial systems already in place. Identifying financial risk involves examining your daily financial operations, especially cash flow. Financial risk should take into account external factors such as interest rates and transaction fees for online payment companies.
Operational Risks
Operational risks are associated with SDS’s operational and administrative procedures. These include:
(a)  Recruitment;
(b)  Supply;
(c)  Accounting controls;
(d)  ICT systems;
(e)  Regulations; and
(f)   Board and committee composition;
(g)  Litigation;
(h)  Fire/flood/disaster.
SDS will examine these operations in turn, prioritise the risks and make provisions for such a risk happening. For example, if there is a heavy reliance on one volunteer for a key service consideration should be given to what could happen if that volunteer was no longer available.
ICT risks and data protection are increasingly important to companies. If hackers break into ICT systems, they could steal valuable data and even money from your bank account which at best would be embarrassing and at worst could put you out of business. A secure ICT system employing encryption and following a sound financial and data management practices will safeguard commercial and customer information.
Risk Evaluation
Risk evaluation allows SDS to determine the significance of risks to the company and decide to accept the specific risk or take action to prevent or minimise it. To evaluate risks, it is worthwhile ranking these risks once you have identified them. This can be done by considering the consequence and probability of each risk. These can then be compared to the business plan - to determine which risks may affect the objectives – and evaluated in the light of legal requirements, costs and member’s concerns. In some cases, the cost of mitigating a potential risk may be so high that doing nothing makes more business sense.
Prioritising risks, however you do this, allows you to direct time and money toward the most important risks. You can put systems and controls in place to deal with the consequences of an event. This could involve defining a decision process and procedures that SDS would follow if an event occurred.
Preventative Measures
Risk management involves putting processes, methods and tools in place to deal with the consequences of events you have identified as significant threats. This could be something as simple as setting aside financial reserves to ease cash flow problems if they arise or ensuring effective computer backup and ICT support procedures for dealing with a systems failure.
Programmes which deal with threats identified during risk assessments are often referred to as risk registers. These set out what you should do if a certain event happens, for example, if a fire destroys your office. You can't avoid all risk, but risk registers can minimise the disruption to your business.
Risk registers will change as the company grows or as a result of internal or external changes. This means that the processes you have put in place to manage risks should be regularly reviewed. Such reviews will identify improvements to the processes and equally they can indicate when a process is no longer necessary.
Risk Assessment Process
A risk assessment is simply a careful examination of what, in your work, could cause harm to the company, so that you can weigh up whether you have taken enough precautions or should do more to prevent harm.
To carry out a successful risk assessment, follow the five steps listed below:
(a) Step 1: Identify the Risk
(b) Step 2: Decide Who Might be Harmed and How
(c) Step 3: Evaluate the Risks and Decide on Precautions
(d) Step 4: Record your Findings and Implement Them 
 (e) Step 5: Review your Risk Register and Update if Necessary
Don’t overcomplicate the process. In many companies, the risks are well known and the necessary control measures are easy to apply.
In all cases employees should be involved in the process. They will have useful information about how the work is done that will make your assessment of the risk more thorough and effective. But remember, the Board are responsible for seeing that the assessment is carried out properly.
When thinking about any risk assessment, remember the risk is the chance, high or low, that the company could be harmed by these and other actions, together with an indication of how serious the harm could be.
Identify the Risk
First the Board needs to work out how the company could be harmed. It is easy to overlook some risks, so here are some tips to help you identify the ones that matter:
(a) Ask employees what they think. They may have noticed things that are not immediately obvious to the Board.
(b) Remember to think about long-term risk as well as immediate risk.
For each risk you need to be clear about who might be harmed; it will help the Board identify the best way of managing the risk. That doesn’t mean listing everyone by name, but rather identifying groups of people (e.g. ‘operational employees’, ‘members’, or ‘the company’s reputation’). In each case, identify how the company might be harmed.
Having identified the risks, the Board then have to decide what to do about them. You should do everything ‘reasonably practicable’ to protect the company from harm – the easiest way is to compare what you are doing with good practice.  So first, look at what you’re already doing, think about what controls you have in place and how the work is organised. Then compare this with the good practice and see if there’s more you should be doing to bring yourself up to standard. In asking yourself this, consider:
(a) Can I get rid of the risk altogether?
(b) If not, how can I control the risks so that harm is unlikely?
When controlling risks, apply the principles below, if possible in the following order:
 	(a) Try a less risky option;
(b) Organise work to reduce exposure to the risk; and
(c) Deliver training to increase competencies and awareness of how to handle the risk.
Failure to take simple precautions can cost you a lot more if an incident does occur.
Involve employees, so that you can be sure that what you propose to do will work in practice and won’t introduce any new risks.
[bookmark: _GoBack]Record Your Findings and Implement Them. Putting the results of any risk assessment into practice will make a difference when looking after employees, volunteers and the company. Writing down the results of the risk assessment is recommended so that a record can be kept and continually reviewed if something changes. When writing down the results, keep it simple.
A risk assessment is not expected to be perfect, but it must be suitable and sufficient. You need to be able to show that:
(a) A risk assessment was undertaken;
(b) You asked who might be affected;
(c) You dealt with all the significant risks, taking into account the number of people who could be involved;
(d) The precautions are reasonable, and the remaining risk is low; and
(e) Employees were involved in the process.
If, like many companies, you find that there are quite a lot of improvements that you could make, big and small, don’t try to do everything at once. Make a plan of action to deal with the most important things first. A good plan of action often includes a mixture of different things such as:
a) A few cost effective or easy improvements that can be done quickly, perhaps as a temporary solution until more reliable controls are in place;
(b) Long-term solutions to those risks that pose the greatest risk to the company Business Strategies
 (c) Long-term solutions to those risks with the worst potential consequences;
(d) Arrangements for training employees on the main risks that remain and how they are to be controlled;
(e) Regular checks to make sure that the control measures stay in place; and
(f) Clear responsibilities – who will lead on what action and by when.
Review Your Risk Register and Update if Necessary
Review what you are doing on an ongoing basis. Points from the register should be reviewed regularly at Board meetings and undergo a full review every two years. Look at the risk register again. 
Have there been any changes? 
Are there improvements you still need to make? 
Have your employees spotted any problems? 
Have the Board learnt anything from any incidents or near misses? 
Make sure the risk register stays up to date. During the year, if there is a significant change, don’t wait. Check the risk register and, where necessary, amend it. If possible, it is best to think about the risk register when planning change – that way you leave more flexibility.
Risk Management Outcomes
In delivering the vision and goals of the SDS strategic plan, SDS is committed to:
•	Developing a ‘risk-aware’ culture in which our people are encouraged to identify risks and respond to them quickly and effectively
•	Ensuring our key stakeholders recognise that we manage risks responsibly
•	Developing consistent risk management practices
Risk Tolerance
SDS operates as a Registered Scottish Charity, a Company Limited by Guarantee and as the national governing and co-coordinating body of all sports for people of all ages and abilities with a physical, sensory or learning disability in Scotland.
Our stance is risk-averse.
Roles and Responsibilities
SDS Board
· Approving  governance policies
•	Approving the risk management policy statement
•	Approving the risk register and associated actions
•	Ensuring strategic risks are identified, assessed, monitored and reported
SDS CEO	
•	Effectively managing strategic, operational and project risks (accountable to the SDS Board)
· Annual production of the risk register and associated actions
SDS Board Sub Groups
· Identifying operational risks in their areas of responsibility
•	Monitoring activities within the area of responsibility and reporting to the CEO
Staff	
•	Participating in the process
•	Carrying out action plans and reporting
Membership
· Following our policies, codes, procedures and rules

The SDS Management Board fully endorses this risk management policy.
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